Cyber Bullying

· How many of you have kids who spend more time on the computer than you do?
· How many of you have kids who know more about how to use the computer than you do?

Kids can now use technology to abuse their peers. In the past, once students went home they had a safe haven. But with cell phone text messages, the internet, websites, instant messaging and e-mail, bullies can reach their victims 24 hours a day.

Away-messages can be set up containing rumors or put-downs against others, kids can forward private e-mails without the author's permission, and it can get much more serious. A student in New York set up an on-line poll for who was the biggest “ho” in their school. In New Zealand, there is a radio station who is sponsoring, right now, a campaign to invite kids to vote on-line for the “Ugliest Kid,” really childhood photos of the morning show's hosts, but they're not advertising that. Their community is outraged.

Kids have even posted “hit-lists” there. And because computers are so “instant,” so impersonal, (there's no eye contact or tones of voice,) with the flip of a wrist, even the nicest of kids can impulsively participate-and feel insulated from the impact they're having on the victim.

We must not allow ourselves to believe that in the peer pressure capitol of life, middle school, that our own youngsters may could never get caught up in the flurry of not-nice action against others. It's our job to let them know how hurtful this can be, because they just may not have thought about it that way.

What parents can do

· Learn everything you can about what your children are doing online. Be aware of what they are posting to Web sites, including personal home pages.
· Encourage your children to come to you if anybody says or does something online that makes them feel uncomfortable or threatened.
· Emphasize responsible Internet use. Teach children to never post anything online that they wouldn't want others to read. Sept. 2004 Better Homes article that says that 1-5 children have received unwanted sexual solicitations from someone on-line.
· Create an online agreement or contract for computer use with your children's input. Make sure the agreement contains clear rules about ethical online behavior. 

· If the bully is a student at your child's school, meet with school officials and ask for help in resolving the situation.
· Report online harassment and physical threats to police and your Internet service provider.
· If your child is bullied via cellphone, report the problem to your service provider.
What young people can do
· Guard your contact information. Don't give people you don't know your cellphone number, instant messaging name or e-mail address.
· If you are being harassed online, log out of the site or stop the activity. Immediately tell an adult you trust.
· If you are being bullied through e-mail or instant messaging, block the sender's messages. Never reply to harassing messages.
· Save harassing messages and forward them to your Internet service provider or e-mail provider (example: Hotmail or Yahoo). Most ISPs have appropriate-use policies that restrict users from harassing others via the Internet.
· If the bullying includes physical threats, notify police. 

· Speak out whenever you see someone being mean to another person online. Most teens respond better to criticism from their peers than to disapproval from adults.
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